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CYBER
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CERTIFICATE OF ASSURANCE

Frequentis AG

Innovationsstrafe 1 Vienna 1100

COMPLIES WITH THE REQUIREMENTS OF THE CYBER ESSENTIALS SCHEME

NAME OF ASSESSOR : Darren O'Regan

CERTIFICATE NUMBER : a571664f-2847-4d32-bd67-a43b92bd5968 DATE OF CERTIFICATION :2025-06-11

PROFILE VERSION % 8.2 (Willow) RECERTIFICATION DUE : 2026-06-11

SCOPE : Whole organisation excluding test and integration networks.

SCAN QR CODE TO VERIFY THE AUTHENTICITY OF THIS CERTIFICATE
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CERTIFIED

The Certificate certifies that the organisation was assessed as meeting the Cyber Essentials implementation profile and thus that, at the time of testing, the organisation’s ICT defences were assessed as
satisfactory against commodity based cyber attacks. However, this Certificate does not in any way guarantee that the organisation’s defences will remain satisfactory against a cyber attack.



CYBER
ESSENTIALS
PLUS

CERTIFICATE OF ASSURANCE

Frequentis UK

‘ Regal House 70 London Road Twickenham TW1 3QS
COMPLIES WITH THE REQUIREMENTS OF THE CYBER ESSENTIALS PLUS SCHEME

NAME OF ASSESSOR : Govin Sharma
CERTIFICATE NUMBER : 08747952-e95a-42fa-98e0-f1b9f25e1575 DATE OF CERTIFICATION :2025-03-19

SCOPE : Whole Organisation

SCAN QR CODE TO VERIFY THE AUTHENTICITY OF THIS CERTIFICATE
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The Certificate certifies that the organisation was assessed as meeting the Cyber Essentials Plus implementation profile and thus that, at the time of testing, the organisations ICT defences were assessed

as satisfactory against commodity based cyber attack. However, this Certificate does not in any way guarantee that the organisations defences will remain satisfactory against a cyber attack.



